What’s coming and what it means for you
Introduction

If you work within an industry that requires you to collect, store, or use personal details, then data protection should be at the forefront of your mind.

The Data Protection Act (DPA) has existed since the 1970s, therefore the business of protecting consumers’ valuable information is nothing new, right?

With the way that the DPA is currently enforced, there are various loopholes which make it difficult for consumers to complain or for any legal action to be taken against companies misusing consumer data.

But... that’s going to change

The GDPR is here and is set to come into force in Q1, 2018. It will enforce data protection laws more effectively in order to provide stronger internet consumer protection.

The changes centre around the same fundamental principles of data collection which have always been in place, but the difference comes in the way in which the rules and regulations are enforced.

This is to avoid the loopholes which have previously arisen and to keep companies from abusing the system and practicing in a way which goes against the consumer’s best interests.

There’ll be a number of enforcements to reduce the risk to the consumers who’s data you hold, and to protect yourself from breaking the rules. These requirements relate to how you collect data, obtain consent, process that data and how you store it.

Companies will need to obtain explicit consent for any direct marketing, consumers will have the right for to be forgotten, and you’ll need to ensure you use clear language to avoid any dubiousness.

The reforms are backed up by stronger than ever enforcement, an easier consumer complaints process and a risk of huge fines for companies who don’t comply.

Planning ahead

GDPR HAS BEEN finalised! We know that the GDPR will come into effect at the start of 2018. That’s why NOW is the time to start thinking about how you currently operate and whether you’re able to comply with the stricter rules and regulations.

It’s difficult to be specific about exactly what you need to do, as we all collect data differently and your needs will depend very much on the direct marketing campaigns you send and how you communicate with your customers. That’s why we’ve put together this guide, the first of nine in our Privacy & Compliance series to get you thinking about how the requirements will apply to your own practices and to help you put the changes into context, so you can start to build new processes sooner, rather than later.
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What’s the risk?

The new reforms will force companies to have security and permission at the forefront of their minds at all times, rather than allowing it to be an afterthought.

This is a concept known as **privacy by design**, meaning that privacy and data protection will be part of a company’s core requirements and will lead the way in data collection & storage. Privacy by Design means that a more careful and intelligent approach is Taken when collecting, storing and using a consumer’s personal information, putting the fundamental rules of data collection into your practices at the first possible opportunity.

---

### In a nutshell

- **The GDPR has been agreed and will come into effect in Q1 2018**
- **You can no longer assume you have consent to send direct marketing. You’re going to need freely given, explicit consent to collect, store and use personal information**
- **You’re going to need opt-in consent to use personal information in any other way than what it was originally intended**
- **Individuals now have **right to be forgotten**, effecting the way you process and store data and how long you keep hold of old data**
- **Companies can no longer confuse their consumers. **Clear wording** throughout your customer journey is an absolute must**
- **It will be easier than ever for consumers to make a complaint, making it straightforward for them to take legal action**
- **Stronger than ever enforcement will be introduced with heavy ‘on the spot’ style **fines of up to 20 million Euros or 4% of the company’s annual turnover**, whichever is larger**

---

Fines of up to 20 million Euros or 4% of a businesses annual income
Data collection

Organisations are always going to need to collect data from their customers for one reason or another. Arguably, data is one of the most valuable assets a business can have, so it’s important to make sure that you’re collecting this data responsibly and ethically. The law states that data should be collected for specified, explicit and legitimate purposes and not used for anything other than the reason you collected it in the first place.

Collection consent

When you collect personal information, you need to gain consent to use it. Currently, consent can be implied if an individual doesn’t unsubscribe or opt-out. This method for obtaining consent will no longer be enough. The law states that consent must be explicit, specified and informed and this will be enforced with the new reform.

The only way to gain explicit consent is if you tell your customers what you’re going to do with their information once you’ve collected it.

It should be clearly stated and easy to understand. Privacy policies should also use clear and simple jargon free language so individuals understand what’s going to happen to their information once they’ve provided it.

Best practice for concise collection

Only collect the data you need and no more

The best way to do this is to set out your current operations and think about ways in which you might need to contact your customers in future. Will you need to send them a service message? Let the customer know in advance. This means you’re thinking about compliance and covering your back from the outset.

Give your customers options

If you need to send a service message, let your customer choose the type of notification they receive. If they’re ready to complete a purchase, provide them with the choice of completing anonymously or setting up an account to use in the future. By providing choice, you’re being specific, explicit and informing the customer of their individual experience.

Storing consent

When you’ve gained permission from your customers, it’s a good idea to store it in a place which is easily accessible and secure. You’ll need to be in a position to prove recent consent, so if the information is easy to access, then you can edit and update it based on further interaction with your customers.
Data storage

To effectively use the data you collect, you’ll need to store it. This is unavoidable, but the data must be kept in the form provided for no longer than is necessary and kept up to date and relevant where necessary.

The law states that data can be stored for a reasonable amount of time. This means that individuals have the “right to be forgotten” i.e. have their personal details deleted or anonymised when they’re no longer needed for the use that they were originally provided.

By deleting data after you’ve used it for its intended purpose, you’re removing any risk that person may face should you experience any issues with security.

Storage consent

Consent to store data will run out at some point. Upon data collection, your customer will have consented to their data being used for a specific reason. If that reason is no longer valid, it’s time to delete or anonymise that data.

The law should be approached with caution and common sense in this instance, as “a reasonable amount of time” will depend entirely on your own service or offering. It’s a good idea to collect ongoing consent from your existing customers, as many will be happy for you to store their data if they understand why you’re keeping it.

Best practice for seamless storage

Consider your service offering

Think about how long a reasonable amount of time is in the context of your organisation. For example, it would be reasonable for a baby goods retailer to store information for 12-24 months, after this length of time, consent would be invalid as your offering is no longer relevant. On the other hand, due to the nature of travel purchases, it may be reasonable for a travel operator to store data for 10+ years, as long as it’s kept accurate and up to date and you can prove that your recipient is still interacting with you and happy to hear from you.

Collect ongoing consent

Periodically ask individuals for their preferences, be clear on what you’re going to use them for, and store this information to re-affirm consent. This way you’re in a position to prove that you have recent consent to store the data and that it’s accurate and up to date.

Delete data

Don’t be afraid to delete inactive, out of date and invalid data. It stands to reason that deleting data might be disheartening after you’ve spent so long building your database, but it’s better to be safe than sorry. Give your customers a couple of last chances to re-affirm their consent and if it’s not given, send those details to the trash can!

Anonymise data

If you use demographic, purchase or location data for analytics or marketing strategy, you can still use that data if you render it permanently anonymous. A common way to do this is to summarise the data into reports, showing heat maps, summaries and charts.
Data use

You’ve now got all this lovely data sitting waiting to be used and the possibilities are endless. Don’t be tempted to get carried away. Only use the data for the reason that it was provided. The law here states that use shouldn’t be excessive in relation to the reason that the data was originally given. This means if your customers have given you permission to contact them with order updates, then once that order is completed, the data should be deleted.

B2B

The current law allows B2B communication on an opt-out basis instead of opt-in, to allow business prospecting. This has previously resulted in widespread misuse of data and has led to the tightening of regulations. You’re now going to need your contacts to opt-in to prospecting communications or you could potentially face huge fines.

Third party data

The reform will make it difficult for third party vendors and those who use third party lists to meet the new consent requirements. As it’s only with a clear, informed and explicit action by an individual that you can obtain their consent, it’ll be almost impossible for third party vendors to comply. People will need to choose to opt-in and the high fines and stronger enforcement will almost certainly end the trade in indiscriminate buying and selling of marketing lists.

Best practice for reasonable use of data

Use it for its intended purpose

Don’t be tempted to use information for anything other than its original purpose. You may have contact details from customers who’ve previously purchased from you, it would be great to use this information to create customer profiles, to segment using their postcode, or to calculate their customer value based on average spend. If you haven’t gained permission to use the information in this way, then it’s going to be difficult for you to respond to any direct questions or complaints from your customers or the ICO about how you use personal information.

If you’d like to use data for more, ask permission

Just because your customer only provided you with their details for service based messages, doesn’t mean that they won’t be interested in hearing from you again. The important thing to do is ASK. Be clear and explicit with your wording, something like “tick to allow us to use your information to tailor our future communications to your preferences” is enough to gain consent to send marketing messages.

Store explicit consent for data use

Once again, if you’ve collected further consent to use personal information for profiling or marketing reasons, then store this consent in an easily accessible place. It’s better to be overly cautious than to face fines and compensation claims, after all.
Things to consider now

2 years is not a long time to change how you work, to refresh your data and regain consent, to change websites, contracts, procedures, technology, CRM, T&C’s, privacy policies… the list goes on.

Acting now by carrying out an audit of practices and seeing where you need to make amends will keep you on the right track, steering you away from any potential downfalls when it comes to consumer consent.

Collection, storage and use

- Where do you collect your customer data?
- What personal, preference, behavioural or purchase data do you collect about, or from your customer?
- How much of that data is used?
- Do your customers know that you collect and use their data in that way?
- When do you delete that data?

Action to take now

- Collect explicit consent for new customers
- Re-confirm consent and preferences for existing customer

Consent

- How do your customers subscribe or opt in?
- What do you have consent for?
- Is subscription or opt-in a choice?
- Does consent cover how you use your customer data?
- Do you use any third party data?
- If you were asked today, what consent can you prove?

Plan for the future

- Data deletion
- The right to be forgotten
- Anonymous purchases

Want to know more?

This guide is just one part of a series of guides we have available on data privacy & compliance. In order to stay up to date with the most recent guides & blogs, visit the Communicator website blog area or stay connected by signing up to receive our monthly newsletter.

We’ve aimed to summarise the key changes here, and our supporting guides (listed on the following page) will continue to help you take in the subject, honing in on key aspects in more detail.

Looking at your needs

If you can’t wait for the next guide or you have some burning questions, your Account Manager, along with our Compliance officer, can discuss your specific needs with you.

To book a session in which you’ll be able to assess where exactly you may need to make amends, get in touch with your Account Manager or contact a member of the team, below;
Any questions?

For more help and advice like this and to access our library of free resources, visit the Communicator blog and resources sections at www.communicatorcorp.com.

@CommCorp

+44 (0) 345 300 2337

info@communicatorcorp.com
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